[bookmark: _GoBack]ICT, Photography, Mobile Phone policy

Willow Bank Pre-school provides the use of digital cameras, IPads, computers and internet facilities, for children and staff. 
The digital cameras allow staff and children to record activities going on in the setting. The computers, IPads and internet provides opportunities to enhance education by helping with activities, providing information and for the planning of activities.

This policy sets out the use of ICT equipment.

Digital Cameras
 Consent for photographs is obtained from parent/carer on admission as part of the 
   registration process.
 Children should use the children’s digital camera and any photographs will be 
   downloaded or deleted.
 Staff must only use the setting’s own digital camera, IPad or the settings SD card in a 
   camera to take any photographs and these must be downloaded or deleted.
 Staff may not use any other digital device like a mobile phone, to take 
   photographs in the setting.
 Cameras are prohibited within the toilet/nappy changing areas.

Computer, IPads and internet use in the setting

The computer system and IPads are owned by Willow Bank Pre-school and has appropriate software. Willow Bank Pre-school reserves the right to examine or delete any files that may be held on its system or to monitor any internet sites visited.
· Activity that is found to be unsuitable or that attacks or corrupts other systems is forbidden.
 Users are responsible for all e-mails sent and for contacts made that may result in emails being received.
  Copyright of materials must be respected.
  Use of the computer system to access inappropriate materials such as pornographic, racist or offensive material is forbidden.




Staff, Students and Volunteers
 All Internet activity should be deemed appropriate.
 Computers will be used only for agreed reasons.
 E-mail correspondence will be directed only to people who have been approved     and messages sent will be polite and responsible.
 Computer files may be checked, and the internet sites visited may be monitored.
 All staff must adhere to the above. Any breach of these could result in disciplinary procedures and may result in the termination of their contract.

Children
At Willow Bank Preschool we use Tapestry Online Journals to Record observation.
· Parents sign a consent from for use of Tapestry
· The Tapestry online Learning journey system is hosted on secure dedicated servers based in the UK. 
· Access to information stored on Tapestry can only be gained by unique user id and password. 
· Parents can only see their own child’s information and are unable to login to view other children’s Learning Journeys.

Children’s use of computers
· The setting will work with the parents to ensure they are aware of computer use for children.
· Children will use only age-appropriate software in the setting
· Personal details will not be shared over the internet.
· Any inappropriate materials sent to the computer must be reported to the manager.

Social Networking sites

· Staff should at no times post anything regarding children, their parents/families or other staff at the setting.
· No photographs of members of staff to be used without their consent.
· Anyone posting remarks which breach confidentiality or are deemed to be of a detrimental nature to the setting or other employees may be subject to disciplinary proceedings.
· Maintain professionalism whilst using social networking sites.
· [bookmark: _Toc374967638]Any employee, who becomes aware of social networking activity that would be deemed distasteful or not appropriate, should make their manager aware.

Parents Photographing Children Policy

At Willow Bank Pre-School we understand that parents would like to take photos of or video record their child at events and/or presentations that may occur at the Pre-School during the time their child is with us. This is a normal part of family life, and we will not discourage parents from celebrating their child’s successes.

However, if there are Health and Safety issues associated with this - i.e. the use of a flash when taking photos could distract or dazzle a child, and cause them to have an accident, we will encourage parents to use settings on their camera that do not require flash.

We will not allow others to photograph/film children during an activity or allow images of children to be used on our website, publicity, or press releases, without written permission from the parent (which will be sought when a child starts at the Pre-School) and if we do obtain such permission, we will not identify individual children by name. 

Mobile Phones Policy
· The use of all mobile phones during session time is strictly prohibited. 
· Staff may not use any camera facility on their mobile during a session

Willow Bank Pre-School cannot be held accountable for photographs or video footage taken by parents or members of the public at events and/or presentations. However, we do ask all parents and guardians to avoid publishing photos taken at any Pre-School event on any Social Networking site or the Internet. If any photos are seen the Manager will contact the person responsible for publishing the photographs immediately to ask that they be removed in line with our Mobile Phone and Social Networking Policy as well as our Child Protection Policy.

[bookmark: _Toc374967639]Mobile Phone and Social Networking Policy
In order to maintain the safety and security of children at the Pre-School as well as ensuring that staff can give the children their full attention at all times mobile phones are not to be used during working hours by anyone on the Pre-School premises. Therefore, mobile phones are not permitted for use in the Pre-School session or at lunch club by staff, parents, visitors or others who may be on-site. 

The following restrictions should also be followed to maintain the strong reputation of Willow Bank Pre-School within the community as well as protecting the safety and security of children and all others related to the Preschool:
· Mobile phones must not be used unless on a designated break and in staff only areas.

· Mobile phones should be always stored safely in the office or kitchen throughout the working day. 

· If a mobile phone has a camera facility this is not to be used anywhere within the Pre-School site during working hours.

· When using social networking sites staff, parents and others associated with the Pre-School should be mindful of how their comments may be viewed by others and how this may impact their view of the Pre-School and its reputation in the community.

· Staff, parents and others associated with the Pre-School must not post anything onto social networking sites that could be construed to have any impact on the pre-school’s reputation. 

· Staff, parents and others associated with the Pre-School must not post anything onto social networking sites that would offend any other member of staff, parent or others using the Pre-School.

· It is recommended that staff do not become ‘friends’ with any parent or others associated with the Pre-School on Social Networking sites. However, if staff choose to allow parents to view their page on Social Networking sites then this relationship must remain professional at all times and must not contain any reference to Willow Bank Pre-School.

· All staff, parents, guardians and others associated with the Pre-School should avoid publishing photos taken at the Pre-School or at any Pre-School event on any Social Networking site or the Internet.

· In the case of a staff member, if any of the above points are found to be happening then the member of staff involved will face disciplinary action, which could result in dismissal. 

· In the case of a parent or others associated with the Pre-School the Manager will contact the person responsible to ask that the relevant information is removed from the Social Networking site within 24 hours in line with our Child Protection Policy.


Signed on behalf of the setting by

Chairperson __  Jennifer Fox____Sign _________________

                                                              
Manage_____ Ketaki Karmarkar____ Sign  __[image: ]____
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