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We need to keep certain personal information about committee members, students/volunteers and staff in order to fulfil our contractual obligations, legal obligations. From 25 May 2018 the processing of this personal information is governed by the General Data Protection Regulation (GDPR) 2018. We only collect personal data when we have a lawful reason for doing so, and we only use it for the purpose it was originally obtained for. We take steps to ensure that the data we keep is accurate, up to date and secure, and we do not keep it for any longer than is necessary. We are a Data Controller for personal data, which means that we decide what information we need to keep about and why, and how we process and store that information.
What personal data do we keep and process?
Personal contact details such as name, title, addresses, telephone numbers, and personal email addresses.
Staff
• Date of birth.
• Gender.
• Marital status and dependants.
• Next of kin and emergency contact information.
• National Insurance number.
• Bank account details, payroll records and tax status information.
• Salary, annual leave, pension and benefits information.
• Start date and, if different, the date of an Employee’s continuous employment.
• Location of employment or workplace.
• Copy of driving licence (where applicable).
• Recruitment information (including copies of right to work documentation, references and other information included in a CV or cover letter or as part of the application process).
• Employment records (including job titles, work history, working hours, holidays, training records and professional memberships).
• Personnel files and training records including performance information, disciplinary and grievance information, and working time records.
• Information about your use of our information and communications systems.
• Records of any reportable death, injury, disease or dangerous occurrence.
We may also collect, store and use the following “special categories” of more sensitive personal information:
• Information about an Employee’s race or ethnicity.
• Information about an Employee’s health, including any medical condition, accident, health and sickness records.
• Where an Employee leaves employment and under any share plan operated by a group company the reason for leaving is determined to be ill-health, injury or disability, the records relating to that decision.
• Details of any absences (other than holidays) from work including time on statutory parental leave and sick leave.
• Where an Employee leaves employment and the reason for leaving is related to their health, information about that condition needed for pensions and permanent health insurance purposes.
Committee 
Name, Address, Emails, Telephone numbers and DBS numbers
Students
Name, Address, Emails, Telephone numbers, Contact details of next of Kin, contact details of tutor, School or college, Certificate, Qualification information, DBS numbers.
What do we use personal data for?
Situations in which we will use Employee personal information
We need all the categories of information in the list above, primarily to allow us to perform our contracts with Employees and to enable us to comply with legal obligations. The situations in which we will process Employee personal information are listed below.
• Making a decision about an Employee’s recruitment or appointment.
• Outside Agency (GDPR Compliant)-Checking an Employee is legally entitled to work in the UK. Paying an Employee and, if an Employee is an Employee or deemed Employee for tax purposes, deducting tax and National Insurance contributions (NICs).
• Providing any Employee benefits to Employees.
• Enrolling you in a pension arrangement in accordance with our statutory automatic enrolment duties.
• Liaising with the trustees or managers of a pension arrangement operated by a group company, your pension provider and any other provider of employee benefits.
• Administering the contract we have entered into with an Employee.
• Conducting performance and/or salary reviews, managing performance and determining performance requirements.
• Assessing qualifications for a particular job or task, including decisions about promotions.
• Gathering evidence for possible grievance or disciplinary hearings.
• Making decisions about an Employee’s continued employment, engagement.
• Making arrangements for the termination of our working relationship.
• Education, training and development requirements.
• Dealing with legal disputes involving Employees, including accidents at work.
• Ascertaining an Employee’s fitness to work.
• Managing sickness absence.
• Complying with health and safety obligations.
• To prevent fraud.
• To monitor your use of our information and communication systems to ensure compliance with our IT policies.
• To ensure network and information security, including preventing unauthorised access to our computer and electronic communications systems and preventing malicious software distribution.
• Equal opportunities monitoring.
Some of the above grounds for processing will overlap and there may be several grounds which justify our use of an Employee’s personal information.
Data on committee members is used to fulfil our legal requirements e.g., to carry out DBS checks, inform the Charity Commission of our trustees.
Data on Students/volunteers is used 
· Complying with health and safety obligations 
· Dealing with legal disputes, including accidents when at the setting. 
· To monitor your use of our information and communication systems to ensure compliance with our IT policies.
· Managing sickness absence.
· Equal opportunities monitoring. 
· To prevent fraud.
· To ensure network and information security, including preventing unauthorised access to our computer and electronic communications systems and preventing malicious software distribution.
· Some of the above grounds for processing will overlap and there may be several grounds which justify our use of Students personal information.
How is personal data stored? 
Personal data is stored in the following ways: (e.g. password-protected PC and lap tops, locked filing cabinets and metal boxes, incident records, accident records etc.)
What is the legal basis for processing personal data? 
Data is processed on the basis of a contract with us as a member of staff, committee, student/ volunteer.
How long do we keep personal data for?
Staff data is kept for up to 6 years after the staff has left employment. 
What are your rights with regard to your personal data?
Under the GDPR you have the right to:
 • Know what personal data we keep about you.
 • Request a copy of the personal data we hold about you. 
• Request that we correct any personal data which is found to be inaccurate or out of date.
 • Request that we erase any personal data where it is no longer necessary for us to keep that data.
 • Request us to transmit the personal data that we hold about you to another data controller. (This right only applies where the processing we do is by your consent or for the processing of a contract, and where that processing is by automatic means.) 
• Withdraw your consent for processing to which you have previously given your consent. (Please note that if you do this it may affect our ability to fulfil our contract). 
• Not be subject to automated decision-making
General data protection rules (GDPR) 
Consent form Personal data is any data that can be linked to a single person and which identifies them in some way eg. Name and personal email address and/or address, telephone number, bank account details, marital status and date of birth. GDPR is a new EU regulation covering data protection.
Committee member/volunteer data/ Students
 • Personal details will be used to carry out DBS checks 
• Regular volunteers and committee members will be listed on our single central record (Ofsted requirement) and on the Charity Commission, Willow bank Pre-School websites and our Prospectus. 
• Personal details will be kept at pre-school and emailed to other committee members and staff for communication purposes as required. 
•Staff Personal details will be used to carry out DBS checks, obtaining references, pay roll, attendance and sickness records 
• Willow bank Pre-School website staff page and Prospectus. You have the right to ask us to view any information held and we will comply in accordance with the regulations You can ask us to delete any data held at any time and we will comply in accordance with our statutory obligations. Please read our Privacy Notice, Data Protection and Confidentiality, Access and Storage of Information policies for further information. By signing below you are consenting to us continuing to holding and processing your data

Name ……………………………………………….            Signature……………………………………………..
Date………………………………
CHANGES TO THIS PRIVACY NOTICE we reserve the right to update this privacy notice at any time, and we will provide you with a new privacy notice when we make any substantial updates. We may also notify you in other ways from time to time about the processing of your personal information.

